# Država i privatnost (radni naslov)

Kada se govori o privatnosti na internetu, treba pomenuti i odnos države i državnih institucija prema privatnosti pojedinaca. Kroz istoriju je bio čest slučaj da su države narušivale privatnost pojedinaca kako bi ostvarile određene interese, rešile probleme ili u borbi protiv terorizma. Slučajeva u kojima su američka administracija i službe kršile privatnost građana ima puno, od prodaje podataka službenika tajnih službi novinarima i privatnim detektivima, do ilegalnog presluškivanja američkih i stranih državljana od strane FBI.Neki od tih slučajeva su zloubotreba popisnih spiskova od stranje američke vojske u prvom i drugom svetskom ratu[ethics of informatio age]. Televizijske kamere zatvorenog kruga – CCTV, stanovnik Velike Britanije bude uhvaćen na kameri u proseku 300 puta dnevno[12 iz knjige]. Korišćenje policijskih dronova većina javnosti smatra kao kršenje privatnosti građana, dok su skoro svi saglasni da dronovi treba da se koriste u misijama potrage i spasavanja, savezne države Florida, Virdžinija i Odaho su zakonima zabranile korišćenje dronova za nadzor ljudi na javnim događajima. Presluškivanje razgovora i postavljanje bubica je aktom američkog kongresa iz 1934. godine zabranjeno bez sudskog naloga. Međutim, FBI je nastavio da to radi ilegalno, čak su i tokom drugog svetskog rata to radili uz dozvolu predsednika Ruzvelta[19]. Nakon rata FBI, NSA i druge bezbednosne službe su nastavile sa kršenjem privatnosti pojedinaca, što su kasnije proširili i na druge vidove konukinacije, pa i na internet.